WIRELESS LAN SECURITY AND ANALYSIS

Course Code: 3607

Learn WLAN protocols and security mechanisms in order to neutralize hackers.

Tackle Wireless LAN security in this course that teaches the essential concepts and protocols from the inside out. Learn about 802.11 frame formats and transmission protocols in order to gain an understanding of where vulnerabilities might lie, and then apply that knowledge to WLAN security design concepts that make life difficult for hackers at every turn.

In addition to learning the intricacies of the 802.11 standard, WPA/WPA2, and 802.11i, you will build a secure WLAN from the ground up. You will configure and crack a series of security methods during hands-on lab exercises before a robust WPA2 Enterprise network emerges at the end of the week. You will learn to use a variety of professional grade analysis tools and open source attack tools as you test different wireless security protocols.

What You’ll Learn

- Radio frequency modulation and signal analysis
- Wireless security standards, including 802.11i, WPA, and WPA2
- The 802.11 arbitration process that is used by WLAN devices for channel access
- Detailed information about 802.11 frame formats
- 802.11 frame types and sub-types
- Design principles that ensure WLAN security
- Wired Equivalent Privacy (WEP) protocols and why WEP is not secure
- WPA protocols and how they solve the problems with WEP
- WPA2 protocols and how they should be configured to prevent attacks
- 802.1X/EAP methods, including which EAP type is appropriate in common WLAN deployments
- Methods for preventing, detecting, responding to, and auditing state-of-the-art WLAN attacks
- Wireless intrusion detection and why it’s essential for maintaining a secure network

Who Needs to Attend

- Administrators: network, systems, infrastructure, security, and LAN/WLANs
• Designers: network, systems, and infrastructure
• Developers: wireless software and hardware products
• Consultants and integrators: IT, wireless, and security
• Decision makers: infrastructure managers, IT managers, security directors, chief security officers, and chief technology officers
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PRIVATE GROUP TRAINING 5 days

Visit us at www.globalknowledge.com or call us at 1-866-716-6688.
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